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# Why

* Limited attention from the security community
* Related to my current plan -  Information Security Incubation Program (launched by Ministry of Education)
* We have lots of network facilities

# Related paper

## I have read

* Interest Flooding Attack in Named Data Networking: A Survey
* Interest Flooding Attack and Countermeasures in Named Data Networking

## I want to read

* A hybrid multiobjective RBFPSO method for mitigating DoSattacks in named data networking

# The second paper summary

## Three countermeasure method

**Token bucket with per interface fairness**

* Using token and extended PIT to control packet forwarding
* The worst of three

**Satisfaction-based Interest acceptance**

* Router randomly drop packet according to Interest satisfaction ratio
* Ranked in middle and has periodic dip in small-scale binary tree topology

**Satisfaction-based pushback**

* Router give quota to downstream one recursively
* The best one in small-scale and ISP-like scale

## Pros and Cons

**Prons**

* Some code he uses is shared on [GitHub](https://github.com/cawka) ![smiling face with open mouth](data:image/png;base64,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)

**Cons**

* Token bucket method may use “two rate three color marker” but paper doesn’t mention
* If attacker stop attacking, he’s still blocked by router

# What should I need?

* Lots of computers to run NDN router, Producer,  Consumer
* Skill to write script and build entire NDN network